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# **1. Uvod**

## **1.1. Rezime**

U ovom dokumentu je dat scenario upotrebe za slučaj kada administrator želi da banuje običnog člana ili moderatora.

## **1.2. Namena dokumenta i ciljne grupe**

Ovaj scenario je prvenstveno napisan za članove tima koji učestvuju u izradi projekta Auction house ali on takođe može i poslužiti i za pisanje uputstva za upotrebu.

## **1.3. Reference**

1. Auction house (sam projektni zadatak)
2. Uputstvo za projektni zadatak
3. Primer jednog SSU dokumenta

# **2. Scenario banovanja naloga**

## **2.1. Opis**

Administrator ima mogućnost da pristupi odeljku “Manage Accounts” koji se nalazi na vrhu sajta. Odatle može da odabere neki nalog i da ga banuje. Banovanje podrazumeva nemogućnost korišćenja naloga.

## **2.2. Glavni tok događaja**

### 2.2.1. Administrator prelazi sa osnovne stranice na odeljak “Manage Accounts”

1. Administrator pritiska dugme “Manage Accounts” iz gornjeg desnog ugla osnovne stranice čime se izvšava prelazak na željenu stranicu, odakle mu se izlistavaju svi nalozi.

### 2.2.2. Administrator bira korisnika nad kojim će izvršiti akciju banovanja

1. Administrator može da vrši pretragu korisnika po username-u ili po imenu.

### 2.2.3. Administrator izvršava akciju banovanja nad odabranim korisnikom

1. Administrator klikom ikonicu za banovanje izvršava zahtev za akcijom banovanja selektovanog korisnika.

## **2.3. Alternativni tokovi događaja**

### 2.3.1. Nalog je već banovan ili je administrator pokušao da banuje sebe

1. Ova akcija se odnosi na scenario 2.2.3. i to na korak 3.
2. Ukoliko je korisnik već banovan ili je administrator pokušao da banuje sebe sistem ga šalje na InfoMessage stranicu gde mu se ispisuje odgovarajuća poruka

## **2.4. Posebni zahtevi**

Za ovaj scenario upotrebe nisu potrebni nikakvi posebni zahtevi.

## **2.5. Preduslovi**

Za ovaj scenario upotrebe je potreban preduslov da je klijent ulogovan na stranicu, i da ima titulu administratora.

## **2.6. Posledice**

Nakon izvršene akcije nad određenim korisnikom, korisnikov profil se ažurira i korisnik će biti banovan. Banovan profil znači da korisnik više neće moći pristupati svom nalogu.